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• Being honest with each other and communicating effectively. 

 

• Keeping to the commitments we make to each other. 

 

• Not tolerating discrimination, harassment, or violence of any kind. 

How we dress when working for the Company is one way, we demonstrate our respect for each other. Everyone 

should adhere to widely accepted standards of professionally appropriate dress, with sensitivity to cultural 

considerations, when representing the Company. We expect visitors to our premises to meet these standards 

too. 

2.2 SECURITY, SAFETY, HEALTH, ENVIRONMENT AND QUALITY 

Our commitment to 100% SSHEQ underpins our Values. We are each responsible for delivering the Company’s 

commitment to protecting the health and safety of its people and protecting the environment. We are each 

responsible for helping to ensure that everyone goes home safely every day. Our workplaces should be free 

from substance abuse, including the use or possession of illegal drugs and alcohol. Doing work for the Company 

while under the influence of alcohol or other illegal substances is unacceptable. 

2.3 PREVENTING BRIBERY AND CORRUPTION  

The Company has a zero-tolerance approach to bribery, corruption, and fraud.  

You must never offer, solicit, give, or accept any form of improper payment including bribes or kickbacks.  

A bribe or a kickback does not have to be cash, it can be anything of value that is offered in exchange for 

business favours, information, expedited or favourable treatment, or similar.  

You must report any suspicious activity regarding inappropriate payments immediately.  

The risk of corruption by the third parties we work with should be effectively managed by the parts of our 

business that are responsible for the selection and oversight of those third parties.  

Money laundering is the process of hiding illegal funds or making them look as though they are legitimate. You 

should ensure the Company does not unknowingly facilitate this activity.  

• Do not offer or accept any improper payment including facilitation payments. 

 

• Keep accurate books and records so sources and use, of Company funds, are clear. 

 

• Know who you are doing business with through adequate due diligence. 

 

• Report suspicious activity including suspected inappropriate payments immediately. 

 

3.0 WE ARE PROGRESSIVE? 

WE ENERGETICALLY STRIVE TO MEET INTERNATIONAL STANDARDS OF TRANSPARENCY 

3.1 GIFTS AND ENTERTAINMENT 

The Company sets clear policy for acceptable gifts and entertainment exchanged in the context of business 

interaction. 

Appropriate gifts and entertainment can build goodwill in business relationships. Inappropriate gifts and 

entertainment risk your reputation and that of the Company. 





 

CODE OF CONDUCT 

Document No. LCP-COCP-04 

Revision No. & Date 00, 21.06.2023 

Page 6 of 9 

POLICY 

 

6 
 

• You need to disclose a Conflict in line with applicable standards. 

 

• You should make sure that your disclosure of a Conflict is kept up to date. 

 

• You must make sure a Conflict does not affect how you carry out the business of the Company. 

If you are in doubt about whether something is a Conflict or need help, speak to your line manager, or contact 

your Legal & Compliance Department representative. 

4.0 WE ARE COLLABORATIVE 

WE WORK IN CLOSE COLLABORATION TO DELIVER THE RIGHT RESULTS 

4.1 WORKING WITH GOVERNMENTS 

Special rules apply when conducting business with governments and Government Officials. These rules can be 

very strict and vary from country to country.  

• You should take steps to ascertain whether you are dealing with Government Officials. 

 

• You should contact your Legal Department representative if you have any questions about the laws you 

need to comply with when working with governments or Government Officials. 

 

• You should never offer or provide any gifts or entertainment to any Government Official without prior 

approval from your Legal Department representative. 

 

• You should immediately notify the management of the Company and your Legal representative of any 

external investigations, audits, or unusual requests for data. 

Make sure that all information and representations provided to Government Officials and agencies are accurate. 

Personal political activity by Personnel may be appropriate if strictly in compliance with all applicable laws – 

however, it must be carried out entirely in your own time and must not involve (or be seen to involve) the 

Company.  

4.2 WORKING WITH OUR SUPPLIERS AND PARTNERS  

We expect our suppliers and partners to share our commitment to safety, ethics, and compliance according to 

the Code and the Company’s Supplier & Partner Code of Ethics.  

• Tenders for goods and services should be undertaken on a clear and transparent basis. 

 

• Our suppliers should be selected fairly and on merit. 

 

• Our suppliers should act ethically and with integrity 

 

4.3 WORKING WITH OUR CUSTOMERS 

Our commitment to comply with the Code in dealing with each other is the same commitment we make to our 

customers. We will treat them fairly, ethically, and with integrity.  

4.4 COMPLYING WITH INTERNATIONAL TRADE LAWS 

Doing business across international borders is subject to international trade laws.  
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Fundamentally, the Company complies with international and domestic trade laws. If you do work relating to the 

conduct of the Company business that might be governed by trade regulations, or that has touchpoints across 

international borders, you should ensure that you and your team understand and comply with all applicable 

laws, regulations, and restrictions. Reach out to your Legal Department representative if you are not sure what 

these are.  

4.5 FOLLOWING APPLICABLE COMPETITION LAWS 

Many countries have laws concerning antitrust and unfair competition that are strict, complex, and have 

international reach with severe penalties for both companies and individuals.  

When working internationally or with competitors, you should ensure you understand any competition laws that 

apply to your business operations. Reach out to your Legal Department representative if you are not sure what 

these are.  

4.6 AVOIDING MARKET MISCONDUCT 

Through your work for the Company, you might have access to material, non-public information about a 

company in the Company or a third party. This information is often known as “inside” information. Using inside 

information to influence a decision to purchase, hold or sell any securities (whether yourself or through others) 

is illegal. If you have access to inside information, never share it with others – even other people inside the 

Company – without appropriate permission. Never trade on inside information. Alert your Legal Department 

representative immediately if you become aware of suspicious activity that suggests misuse of inside 

information. 

5.0 WE ARE EFFICIENT 

WE MAKE THE BEST USE OF OUR ASSETS TO MAXIMIZE THEIR VALUE 

5.1 PROTECTING OUR ASSETS  

The Company has an overarching duty of care towards the resources and assets it holds or has been entrusted 

to manage. It is the responsibility of each member of the Company and those with whom it works to take care 

of these assets, avoid damage or waste, manage them effectively, use good judgment with how they are utilized, 

and use them only for appropriate purposes.  

We are all responsible for PROTECTING THE REPUTATION OF THE COMPANY. That’s why you must refrain 

from speaking on our Company’s behalf unless you’re authorized to do so. Any enquiries you receive should 

be referred to your Communications, Legal & Compliance Department representative.  

Think carefully about your use of social media, what you say to others outside work, and when and how you 

reference your connection to the Company. We are each personally responsible for what we publish on social 

media and using social media in a way that could be damaging to the Company will be treated very seriously. 

YOU MUST PROTECT OUR CONFIDENTIAL INFORMATION BY: 

• Only sharing on a strictly need to know basis. 

 

• Only sharing externally (including verbally) with the necessary permissions and an appropriate 

confidentiality agreement in place. 

 

• Only using for legitimate business purposes. 

 

• Taking care when discussing confidential information where you might be overheard. 

 

• Not using or sharing for personal gain. 
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You should immediately report the loss, unauthorized use, or disclosure of confidential information to your Legal 

& Compliance representative via email at compliance@zmiglobal.com. Your obligation to maintain the 

confidentiality of the Company information remains even after you have finished working for us. 

INFORMATION obtained from or relating to any part of the Company should be considered confidential if it is 

not officially available in the public domain. We are all responsible for keeping confidential information safe and 

secure. That includes not sharing internal emails externally. 

Maintaining the privacy of PERSONAL DATA, which it holds about individuals is important to the Company. 

Accessing and sharing of Personal Data will be limited to those who are appropriately authorized, by applicable 

laws, and for legitimate business purposes. 

INTELLECTUAL PROPERTY is one of the Company’s core assets. We are all responsible for protecting the 

Intellectual Property of the Company. 

All Intellectual Property you create while working for the Company as a Personnel is the property of the 

Company. We do not use a third party’s Intellectual Property without proper authorization, and we only use it by 

the terms of that authorization. Anyone working for or on behalf of the Company is required to respect the 

Intellectual Property rights of others. 

BUSINESS CRITICAL DATA is an important cornerstone of the Company’ operations. It can include information 

relating to hydrocarbon reserves, business plans, financial modelling, or similar. The confidentiality, accuracy, 

and integrity of this data are fundamental to our business. Special care should be taken to ensure that this data 

is accurate. It should be verified and secured in a safe environment. Any suspected tampering or attempts to 

access such data should be reported. 

Personal use of COMPANY RESOURCES such as computers, telephones, and information technology 

infrastructure should be kept to an appropriate minimum. Using work time to carry out activities for personal 

gain is a misuse of the Company’ resources. 

Using the Company information technology infrastructure and hardware is monitored, and records are kept and 

may be used by the Company as necessary. Our INFORMATION TECHNOLOGY SECURITY is fundamental 

to our operations. Cyber-attacks are always a risk. That is why it is fundamental that we all follow IT security 

policies and procedures. 

The Company operates in part through a framework of approved policies and procedures. Delegations of 

authority and other INTERNAL CONTROLS are in place to ensure that it is clear what individuals are authorized 

to do in the fulfilment of their role within the Company. You must always comply with these. 

6.0 ROLES AND RESPONSIBILITIES 

We are each individually RESPONSIBLE for complying with the Code. We are also individually responsible for 

seeking advice if we need it, raising concerns, and reporting potential violations.  

Our managers are expected to make ethics and integrity a cornerstone of conduct. They are RESPONSIBLE 

for ensuring that the content of this Code is understood and complied with by everyone they manage.  

The Company CEO is RESPONSIBLE for ensuring that there is an effective ethics and compliance program in 

place.  

The Code touches on certain areas that do not fall within the remit of the Legal & Compliance Department within 

the Company, but which are fundamental to how we conduct our business. These matters remain within the 

remit of the responsible subject-matter experts. For example, health and safety, treating each other with respect, 

and information security are overseen by SSHEQ; Human Resources; and IT Security respectively. 
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GLOSSARY: 

The Company means ZMI Holdings together with each company in which ZMI Holdings (i) directly or indirectly, 

controls fifty percent (50%) or more of the share capital; or (ii) controls less than fifty percent (50%) of the share 

capital but in respect of which ZMI Holdings has, directly or indirectly, the ability to direct or procure the direction 

of the management and policies (whether through the ownership of shares, by contract or otherwise). The 

company’s Supplier & Partner Code of Ethics can be found at (need to update the website). 

Code means the Company Code of Conduct, as may be amended from time to time. 

CEO means Chief Executive Officer. 

Personnel means all Company personnel including personnel, third party secondees, manpower agency 

contract personnel, service contract personnel and officers (i.e., appointed Directors who don’t have 

employment contract with the Company). 

Government Officials can include Personnel, agencies, government owned enterprises and anyone acting for 

or on their behalf. 

Intellectual Property includes copyrighted documents, trademarked brands, trade secrets and proprietary 

processes, know-how, patents, software, and a wide range of other proprietary information such as business 

plans, research, technical data or similar. 

Outside Organisation includes suppliers, customers, competitors, and partners of The or any other entity that 

engages in business with the Company. 

Personal Data means any information that can be used to identify an individual, ranging from phone numbers 

and email addresses to information relating to age, gender, health, or employment status. 

Takallam Ethics Helpline or Takallam is an online and phone-based facility for ethics and compliance related 

issues. Details can be found, and reports made at www.takallam.ae 

Values means the Company shared values of being Collaborative, Respectful, Responsible, Efficient and 

Progressive, underpinned by a commitment to 100% SSHEQ. 




